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Degree/Certificate Details

Details
Completion Award:	 Short-Term Proficiency Certificate 
Program Code (EPC):	 CISCCC01

Degree  
Requirements

Approved  
Substitutions Name Of Course Credits Credits  

Completed
In Progress  

Qtr/Yr

CSIA 110                Intro to Cybersecurity and Cybercrime   5

CSIA 185 Cybersecurity 1 – Risks, Control &  
Encryption      5

CSIA 280 Intro to Computer Forensics and Tools    5

CREDITS REQUIRED FOR CERTIFICATE: 15

Learning Outcomes  
1. Demonstrate an understanding of the core concepts, tools, and methods used to secure computer systems. 
2. Collect, process, analyze, and present computer forensic evidence 
3. Identify, analyze, and mitigate threats to internal computer systems


